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constitutes evidence of criminal 
conduct that occurred on the 
premises of the covered entity. 

(6) Permitted disclosure: Reporting 
crime in emergencies. 

 A covered health care provider 
providing emergency health care in 
response to a medical emergency, 
other than such emergency on the 
premises of the covered health care 
provider, may disclose protected 
health information to a law 
enforcement official if such 
disclosure appears necessary to alert 
law enforcement to: 

(i)

(A) The commission and nature of a 
crime; 

(B) The location of such crime or of 
the victim(s) of such crime; and 

(C) The identity, description, and 
location of the perpetrator of such 
crime. 

(ii) If a covered health care provider 
believes that the medical emergency 
described in paragraph (f)(6)(i) of 
this section is the result of abuse, 
neglect, or domestic violence of the 
individual in need of emergency 
health care, paragraph (f)(6)(i) of this 
section does not apply and any 
disclosure to a law enforcement 
official for law enforcement purposes 
is subject to paragraph (c) of this 
section. 

(g) Standard: Uses and disclosures 
about decedents. 

(1) Coroners and medical examiners. 
A covered entity may disclose 
protected health information to a 
coroner or medical examiner for the 
purpose of identifying a deceased 
person, determining a cause of death, 
or other duties as authorized by law. 
A covered entity that also performs 
the duties of a coroner or medical 
examiner may use protected health 

information for the purposes 
described in this paragraph. 

(2) Funeral directors. A covered 
entity may disclose protected health 
information to funeral directors, 
consistent with applicable law, as 
necessary to carry out their duties 
with respect to the decedent. If 
necessary for funeral directors to 
carry out their duties, the covered 
entity may disclose the protected 
health information prior to, and in 
reasonable anticipation of, the 
individual's death. 

(h) Standard: Uses and disclosures 
for cadaveric organ, eye or tissue 
donation purposes. A covered entity 
may use or disclose protected health 
information to organ procurement 
organizations or other entities 
engaged in the procurement, banking, 
or transplantation of cadaveric 
organs, eyes, or tissue for the purpose 
of facilitating organ, eye or tissue 
donation and transplantation. 

(i) Standard: Uses and disclosures 
for research purposes 

(1) Permitted uses and disclosures. A 
covered entity may use or disclose 
protected health information for 
research, regardless of the source of 
funding of the research, provided 
that: 

(i) Board approval of a waiver of 
authorization. The covered entity 
obtains documentation that an 
alteration to or waiver, in whole or in 
part, of the individual authorization 
required by § 164.508 for use or 
disclosure of protected health 
information has been approved by 
either: 

(A) An Institutional Review Board 
(IRB), established in accordance with 
7 CFR lc.107, 10 CFR 745.107, 14 
CFR 1230.107, 15 CFR 27.107, 16 
CFR 1028.107, 21 CFR 56.107, 22 
CFR 225.107, 24 CFR 60.107, 28 
CFR 46.107, 32 CFR 219.107, 34 

CFR 97.107, 38 CFR 16.107, 40 
CFR 26.107, 45 CFR 46.107, 45 
CFR 690.107, or 49 CFR 11.107; or 

(B) A privacy board that: 

(1) Has members with varying 
backgrounds and appropriate 
professional competency as 
necessary to review the effect of the 
research protocol on the individual's 
privacy rights and related interests; 

(2) Includes at least one member who 
is not affiliated with the covered 
entity, not affiliated with any entity 
conducting or sponsoring the 
research, and not related to any 
person who is affiliated with any of 
such entities; and 

(3) Does not have any member 
participating in a review of any 
project in which the member has a 
conflict of interest. 

(ii) Reviews preparatory to research.
The covered entity obtains from the 
researcher representations that: 

(A) Use or disclosure is sought solely 
to review protected health 
information as necessary to prepare a 
research protocol or for similar 
purposes preparatory to research; 

(B) No protected health information 
is to be removed from the covered 
entity by the researcher in the course 
of the review; and 

(C) The protected health information 
for which use or access is sought is 
necessary for the research purposes. 

(iii) Research on decedent's 
information. The covered entity 
obtains from the researcher: 

(A) Representation that the use or 
disclosure sought is solely for 
research on the protected health 
information of decedents; 
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(B) Documentation, at the request of 
the covered entity, of the death of 
such individuals; and 

(C) Representation that the protected 
health information for which use or 
disclosure is sought is necessary for 
the research purposes. 

(2) Documentation of waiver 
approval. For a use or disclosure to 
be permitted based on documentation 
of approval of an alteration or 
waiver, under paragraph (i)(1)(i) of 
this section, the documentation must 
include all of the following: 

(i) Identification and date of action. 
A statement identifying the IRB or 
privacy board and the date on which 
the alteration or waiver of 
authorization was approved; 

(ii) Waiver criteria. A statement that 
the IRB or privacy board has 
determined that the alteration or 
waiver, in whole or in part, of 
authorization satisfies the following 
criteria: 

(A) The use or disclosure of 
protected health information involves 
no more than a minimal risk to the 
privacy of individuals, based on, at 
least, the presence of the following 
elements; 

(1) An adequate plan to protect the 
identifiers from improper use and 
disclosure; 

(2) An adequate plan to destroy the 
identifiers at the earliest opportunity 
consistent with conduct of the 
research, unless there is a health or 
research justification for retaining the 
identifiers or such retention is 
otherwise required by law; and 

(3) Adequate written assurances that 
the protected health information will 
not be reused or disclosed to any 
other person or entity, except as 
required by law, for authorized 

oversight of the research study, or for 
other research for which the use or 
disclosure of protected health 
information would be permitted by 
this subpart; 

(B) The research could not 
practicably be conducted without the 
waiver or alteration; and 

(C) The research could not 
practicably be conducted without 
access to and use of the protected 
health information. 

(iii) Protected health information 
needed. A brief description of the 
protected health information for 
which use or access has been 
determined to be necessary by the 
institutional review board or privacy 
board, pursuant to paragraph 
(i)(2)(ii)(C) of this section; 

(iv) Review and approval 
procedures. A statement that the 
alteration or waiver of authorization 
has been reviewed and approved 
under either normal or expedited 
review procedures, as follows: 

(A) An IRB must follow the 
requirements of the Common Rule, 
including the normal review 
procedures (7 CFR 1c.108(b), 10 
CFR 745.108(b), 14 CFR 
1230.108(b), 15 CFR 27.108(b), 16 
CFR 1028.108(b), 21 CFR 56.108(b), 
22 CFR 225.108(b), 24 CFR 
60.108(b), 28 CFR 46.108(b), 32 
CFR 219.108(b), 34 CFR 97.108(b), 
38 CFR 16.108(b), 40 CFR 
26.108(b), 45 CFR 46.108(b), 45 
CFR 690.108(b), or 49 CFR 
11.108(b)) or the expedited review 
procedures (7 CFR 1c.110, 10 CFR 
745.110, 14 CFR 1230.110, 15 CFR 
27.110, 16 CFR 1028.110, 21 CFR 
56.110, 22 CFR 225.110, 24 CFR 
60.110, 28 CFR 46.110, 32 CFR 
219.110, 34 CFR 97.110, 38 CFR 
16.110, 40 CFR 26.110, 45 CFR 
46.110, 45 CFR 690.110, or 49 CFR 
11.110); 
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(B) A privacy board must review the 
proposed research at convened 
meetings at which a majority of the 
privacy board members are present, 
including at least one member who 
satisfies the criterion stated in 
paragraph (i)(1)(i)(B)(2) of this 
section, and the alteration or waiver 
of authorization must be approved by 
the majority of the privacy board 
members present at the meeting, 
unless the privacy board elects to use 
an expedited review procedure in 
accordance with paragraph 
(i)(2)(iv)(C) of this section; 

(C) A privacy board may use an 
expedited review procedure if the 
research involves no more than 
minimal risk to the privacy of the 
individuals who are the subject of the 
protected health information for 
which use or disclosure is being 
sought. If the privacy board elects to 
use an expedited review procedure, 
the review and approval of the 
alteration or waiver of authorization 
may be carried out by the chair of the 
privacy board, or by one or more 
members of the privacy board as 
designated by the chair; and 

(v) Required signature. The 
documentation of the alteration or 
waiver of authorization must be 
signed by the chair or other member, 
as designated by the chair, of the IRB 
or the privacy board, as applicable. 

(j) Standard: Uses and disclosures to 
avert a serious threat to health or 
safety 

(1) Permitted disclosures. A covered 
entity may, consistent with 
applicable law and standards of 
ethical conduct, use or disclose 
protected health information, if the 
covered entity, in good faith, believes 
the use or disclosure: 

(i)(A) Is necessary to prevent or 
lessen a serious and imminent threat 
to the health or safety of a person or 
the public; and 
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